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L University of Zurich - IT Services
\/é/rlSlgn' Managed PKI for SSL Subscriber Services

Enroll for a Standard SSL Certificate

Complete and submit this form to request a new SSL Certificate from University of Zurich - IT Services .

If you have questions about this enroliment form, click the Help button at right or contact your Managed PKI administrator.

* Required Field

Your Contact Information

Fill in all required contact and other enroliment information configured by your Managed PKI administrator. Your Managed PKI
administrator uses this information to approve your certificate request.

* First Name:
Middle Initial: | |
* Last Name:
* Email Address: You can enter multiple email addresses separated
by comma.
Title :
Employee ID:
Mail Stop:
Department No:
* Server IP:
Server Platform and Certificate Signing Request (CSR)
* Select Server Platform: Certificate Signing Request Example:
Microsoft | - BEGIN NEW CERTIFICATE REQUEST----
MICsTCCAlCARAW G TAXBgNVBAMTEH d3dy52Z XUpc2InbiSibaDzAN BgNy
Netscape Bfs TBnR130gN DER MAEGAT U EChMIVMV aVNpZ244 JABGNYVBACT DU wdiliS0 iy
IFZpZXexEzARBGNVBAGTCKN hbGImba uaiVEx CzAIBgNVBAY TANTMS Lk YKoZ |
Apache hiveN ACKBF hZlamBuc2h bH RAmMVy aXNpZ24u Y 29thiFuanD OYIKeZ I cN AQEBBOAD
. QA SAJBAN MXBALC MLhGFm Y] TyP qCaYabLgzy ehRBth0 cxcp Bl Qpyid
iPlanet i7rd3A0X0hk2nHAgIPAGT eSbs| RR ECAWEAAICT AMWGaYIKIKWYBBAGCNWIC AzEM

Fgo1LJAUNMESN SAMEEGCis GARQBgjeC ARG MG A1 U dDWEBWQEANIEZD AF
BgNVHSUEGDANWBgorBaEEAYI2AgEVBagrBgEF BQD AzC B3OYKIWYBBAGC NAOCAIGE
4iC B BARSOAEDAIQBAH AbwBzAGEAZ gBOACAALIMBOAH LAbWBUAG A ABDAH 1A
e0BWAHOARBRAHIAYDBWAGgAaNBIAC AALABY AGEAJgBRAG RAZOBY AAGIAITmDE2T
BUyAImI 160X 0Eup7iOKLIKI HSU ECnEuu SXUYRCAZD O QZa+yNALC &5YLmb

2R 2ZintilizH 0D YNe24R MUIAP p1 KLEZBC Y TLxwdnddezfye 1fnoBnl EF eHU At Th
hoTp7/PC YT/ TBKbKNT drail Trouulr TU ULUpMPAAAAAAAAAASMD QY IKZ Iy N AQEF
BOAD QOASOMIUKII Cs ND NWREVidHnjOgGarddt h-EF W XPpaNbMITASELN reQEID

PAEZ miedmi>anD dveY o+Z cSgclaBis

Valid North America State/Province Names | - END NEW CER TIFICATE REQUEST-----

Valid Country Codes

* Enter Certificate Signing Request (CSR): More Information

® Paste your CSR text below () Upload your CSR file
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Subject Alternative Names

Specify up to 20 fully qualified domain names to be included in the Subject Alternative Name extension of your SSL Certificate. Use
only the English alphabet with no accented characters.

1 2
3 4
5 6
7 8
9 10
11 12
13 14
15 16
17 18
19 20

Certificate Options

If you have multiple servers hosting a single domain, you can secure all of them with a single SSL Certificate.

Server Licenses: | 1

Validity Period: @ 1 Year 2 Years

Challenge Phrase

3 Years

4 Years

Enter a new challenge phrase. The challenge phrase is a certificate password used to renew or revoke your certificate. This password

is not your server's private key password.

* Challenge Phrase:

* Re-enter Challenge Phrase:

Comments to Administrator

Enter any comments to your Managed PKI administrator as needed. These comments are not included in your SSL Certificate.

Subscriber Agreement
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Printable Version

VeriSign® SSL Certificate Subscriber Agreement

YOU MUST READ THIS VERISIGN SSL CERTIFICATE SUBSCRIBER
AGREEMENT ("AGREEMENT") BEFORE APPLYING FOR, ACCEPTING, OR
USING A VERISIGN SECURE SITE, SECURE SITE EXTENDED VALIDATION,
SECURE SITE PRO, SECURE SITE PRO EXTENDED VALIDATION, OFX SSL,
SHARED HOSTING SECURITY SERVICE, WLAN SERVER, OR ANY SSL
CERTIFICATE OBTAINED FROM VERISIGN'S MANAGED PKI FOR SSL
CERTIFICATE SERVICE (EACH, A "CERTIFICATE"). IF YOU DO NOT
AGREE TO THE TERMS OF THIS AGREEMENT, DO NOT APPLY FOR, ACCEPT,

Decline Accept

For support, contact your Managed PKI| administrator | Copyright © VeriSign, Inc. All rights reserved.

VeriSign (Nasdaq: VRSN) operates intelligent infrastructure services that enable and protect billions of interactions across the world's voice and data networks. VeriSign
offerings include SSL, two-factor authentication, identity protection, managed network security, public key infrastructure(PKI), security consulting, information management,
as well as solutions for intelligent communications, commerce, and content. VeriSign is also building next-generation service offerings for emerging opportunities such as
RFID-enabled supply chains, VolP technology, and digital-content distribution over mobile and broadband networks.



